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ISO 9001 Risk Assessment Guide

Risk assessments should be created for any area or actions in operations which do not clearly match ISO 9001 requirements, or where changes in processes occur with sufficient frequency where standard operating procedures in place are found to be incomplete or where non-conformance is identified through observation during walkthroughs or internal audits.

Risk Assessments should include the following information:
	Introduction
	The stated purpose and intention of the risk assessment.

	Reference (optional)
	The applicable ISO 9001 clause or other quality certification scheme clauses, if applicable.

	Definitions
	Key concepts, terms, or acronyms that are useful to the reader of the document to understand how the risk assessment is applied.

	Responsibility
	The employees or third-party entities who oversee the completion and are authorized to perform changes to the risk assessment as conditions in operations change.

	Hazards To Be Considered
	The appropriate identified hazards that would be added to the hazard analysis should the risk, severity or likelihood be great enough to assume injury or death will result in the unchecked action.

	Severity Definition
	The graduating scale of harm that may be caused by the risk.

	Likelihood Definition
	The graduating scale of possibility that the risk will occur during normal operations.

	Severity/
Probability Chart
	The grid contains the numerical values associated with the severity and probability scales for the associated risk at each level of operations. Green coloring indicates a risk that is inherently controlled or mitigated through process design and/or pre-requisite programs. Yellow is a risk controlled through pre-requisite programs and defined monitoring records. Orange is the  presence of a risk where lack of control has been observed more than once and verification is required to verify control each time operation occurs. Red is a risk that is an identified hazard which is deemed uncontrolled without monitoring each time the activities associated with the risk occur. All risks must have a corresponding reasoning or action for control.

	
	
	Probability / Frequency

	\
	
	Unlikely
	Possible
	Probable
	Very Likely
	
	

	Severity
	Minor
	1
	1
	1
	2
	
	

	
	Serious
	1
	2
	3
	3
	
	

	
	Major
	2
	3
	3
	4
	
	

	
	Critical
	3
	4
	4
	4
	
	




	Safety Assessment
	The identification of one or more appropriate operational steps or areas associated with the risk being assessed. At each area or process step, the associated hazards are identified along with an assessment of the hazards, the control/preventive measures, severity, likelihood and risk level. 

	Outcome
	The up-to-date risk assessment summary at the time of the effective date for the risk assessment. The outcome should be reviewed at least annually to verify that the risk assessment is accurate for current operations.
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